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1
Decision/action requested

Acceptance of context for MBS security.
2
Detailed proposal

***
BEGIN OF 1st CHANGE
***
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[xx]
3GPP TS 33.246: " Security of Multimedia Broadcast/Multicast Service (MBMS)".
***
END OF 1st CHANGE
***
***
BEGIN OF 2nd CHANGE
***
X.Z 
Security mechanisms for MBS traffic transmission  

X.Z.1
Key derivation, management and distribution
Editor's Note: This clause will describe the key derivation, management and distribution for Multicast/Broadcast Service.
X.Z.2
Protection of the traffic transmission 
MBS data is protected using MBS Traffic Key (MTK) shared between the MBSTF and the authorized UEs. Each MTK is uniquely identifiable by a MTK identifier. The actual method of protection may vary depending on the type of data being transmitted, e.g. media streaming application or file download. Clause 6.6.2 and clause 6.6.3 in TS 33.246 [xx] apply to the protection of streaming data and protection of download data, respectively.
***
END OF 2nd CHANGE
***
